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November 17, 1999 COT
primary user sf that band unless the pro-
posed seconi y user conclusively dem-
onstrates tht the proposed secondary use
will not cause harmful interference to the
primary service. The Commission is to define

"harmful interference' pursuant to the defi-

nition at 47 C.F.R. section 2.1 and in accord-
ance with Commission rules and policies.

For purposes of section 2005(b) (3) the FCC
may consider a compression, reformatting or
other technology to be unreasonable if the
technology is Incompatible with other appli-
cable FCC regulation or policy under the
Communications Act of 1934, as amended.

The Commission also may not restrict any
entity granted a license or other authoriza-
tion under this section, except as otherwise
specified, from using any reasonable com-
pression, reformatting. or other technology.

r TITLE III-TRADEMARK CYBERPIRACY -
PREVENTION

Section 3001. Short Title; References
This section provides that the Act may be

cited as the "Anticybersquatting Consumer
Protection Act" and that any references
within the bill to the Trademark Act of 1946
shall be a reference to the Act entitled "An
Act to provide for the registration and pro-
tection of trademarks used in commerce, to
carry out the provisions of certain inter-
national conventions, and for other pur-
poses," approved July 5, 1946 (is U.S.C. 1051
et seq.), also commonly referred to as the
Lanham Act,

Sec. 3002. Cyberpracy Prerention
Subsection (a). In General. This subsection

amends the Trademark Act to provide an ex-
plicit trademark remedy for cybersquatting
under a new section 43(d). Under paragraph
(I)(A) of the new section 43(d). actionable
conduct would Include the registration, traf-
ficking in, or use of a domain name that is
identical or confusingly similar to. or dilu-
tive of. the mark of another, including a per-
sonal name that is protected as a mark
under section 43 of the Lanham Act, provided
that the mark was distinctive (i.e., enjoyed
trademark status) at the time the domain
name was registered, or in the case of trade-
mark dilution, was famous at the time the
domain name sas registered. The bill is
carefully and narrowly tailored, however, to
extend only to cases where the plaintiff can
demonstrate that the defendant registered,
trafficked In. or used the offending domain
name with bad-faith intent to profit from
the goodwill of a mark belonging to someone
else. Thus, the bill does not extend to inno-
cent domain name registrations by those
who are unaware of another's use of the
name. or even to someone who is aware of
the trademark status of the name but reg-
isters a domain name containing the mark
for any reason other than with bad faith in-
tent to profit from the goodwill associated
with that mark.

The phrase "including a personal name
which Is protected as a mark under this sec-
tion" addresses situations in which a per-
son's name is protected under section 43 of
the Lanham Act and is used as a domain
name. The Lanham Act prohibits the use of
false designations of origin and false or mis-
leading representations. Protection under 43
of the Lanham Act has been applied by the
courts to personal names which function as
marks, such as service marks, when such
marks are infringed. Infringement may
occur when the endorsement of products or
services in interstate commerce is falsely
implied through the use of a personal name.
or otherwise, without regard to the goods or
services of the parties. This protection also
applies to domain names on the Internet,
where falsely implied endorsements and
other types of infringement can cause great-
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er harm to the owner and confusion to a con-
sumer in a shorter amount of time than is
the case with traditional media. The protec-
tion offered by section 43 to a personal name
which functions as a mark, as applied to do-
main names, is subject to the same fair use
and first amendment protections as have
been applied traditionally under trademark
law, and is not intended to expand or limit
any rights to publicity recognized by States
under State law.

Paragraph (1)(B) (I) of the new section 43(d)
sets forth a number of nonexclusive. non-
exhaustive factors to assist a court in deter-
mining whether the required bad-faith ele-
ment exists in any given case. These factors
are designed to balance the property inter-
ests of trademark owners with the legiti-
mate interests of Internet users and others
who seek to make lawful uses of others'
marks, Including for purposes such as com-
parative advertising, comment, criticism,
parody, news reporting, fair use. etc. The bill
suggests a total of nine factors a court may
wish to consider. The first four suggest cir-
cumstances that may tend to indicate an ab-
sence of bad-faith intent to profit from the
goodwill of a mark. and the next four sug-
gest circumstances that may tend to indi-
cate that such bad-faith intent exits. The
last factor may suggest either bad-faith or
an absence thereof depending on the cir-
cumstances.

First, under paragraph (l)(1)(i)(1. a court
may consider whether the domain name reg-
istrant has trademark or any other intellec-
tual property rights in the name. This factor
recognizes, as does trademark law in general,
that there may be concurring uses of the
same name that are noninfringing, such as
the use of the "Delta" mark for both air
travel and sink faucets. Similarly, the reg-
istration of the domain name
"deltaforce.com" by a movie studio would
not tend to indicate a bad faith intent on the
part of the registrant to trade on Delta Air-
lines or Delta Faucets' trademarks.

Second, under paragraph (1)(3)(i)(II). a
court may consider the extent to which the
domain name is the same as the registrant's
own legal name or a nickname by which that
person is commonly identified. This factor
recognizes, again as does the concept of fair
use in trademark law, that a person should
be able to be identified by their own name,
whether in their business or on a web site.
Similarly, a person may bear a legitimate
iiickname that is identical or similar to a
well-known trademark, such as in the well-
publicized case of the parents who registered
the domain name "pokey.org" for their
young son who goes by that name, and these
individuals should not be deterred by this
bill from using their name online. This fac-
tor is not intended to suggest that domain
name registrants may evade the application
of this act by merely adopting Exxon, Ford,
or other well-known marks as their nick-
names. It merely provides a court with the
appropriate discretion to determine whether
or not the fact that a person bears a nick-
name similar to a mark at issue is an indica-
tion of an absence of bad-faith on the part of
the registrant.

Third. under paragraph (1)(B)(i)(III), a
court may consider the domain name reg-
istrant's prior use, if any, of the domain
name in connection with the bona fide offer-
Ing of goods or services. Again, this factor
recognizes that the legitimate use of the do-
main name in online commerce may be a
good indicator of the intent of the person
registering that name. Where the person has
used the domain name in commerce without
creating a likelihood of confusion as to the
source or origin of the goods or services and
has not otherwise attempted to use the name
in order to profit from the goodwill of the
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trademark owner's name, a court may look
to this as an indication of the absence of bad
faith on the part of the registrant.

Fourth, under paragraph (1)(B)(i)(IV), a
court may consider the person's bona fide
noncommercial or fair use of the mark in a
web site that is accessible under the domain
name at issue. This factor is intended to bal-
ance the interests of trademark owners with
the interests of those who would make law-
ful noncommercial or fair uses of others'
marks online, such as In comparative adver-
tising, comment, criticism, parody, news re-
porting, etc. Under the bill, the mere fact
that the domain name is used for purposes of
comparative advertising, comment, criti-
cism, parody, news reporting, etc.. would not
alone establish a lack of bad-faith intent.
The fact that a person uses a mark in a site
in such a lawful manner may be an appro-
priate indication that the person's registra-
tion or use of the domain name lacked the
required element of bad-faith. This factor is
not intended to create a loophole that other-
wise might swallow the bill, however, by al-
lowing a domain name registrant to evade
application of the Act by merely putting up
a noninfringing site under an infringing do-
main name. For example, in the well know
case of Panavision Int'l v. Toeppen, 141 F.d
1316 (9th Cir. 1998). a well known
cybersquatter had registered a host of do-
main names mirroring famous trademarks,
including names for Panavision. Delta Air-
lines, Neiman Marcus, Eddie Sauer, Luft-
hansa, and more than 100 other marks, and
had attempted to sell them to the mark own-
ers for amounts in the range of S10,00 to
$15,000 each. His use of the "panavision.com
and "panaflex.com" domain names was
seemingly more innocuous, however, as they
served as addresses for sites that merely dis-
played pictures of Pane Illinois and the word
"Hello" respectively. This bill would not
allow a person to evade the holding of that
case-which found that Mr. Toeppen had
made a commercial use of the Panavision
marks and that such uses were, in fact. di-
luting under the Federal Trademark Dilu-
tion Act-merely by posting noninfringing
uses of the trademark on a site accessible
under the offending domain name, as Mr.
Toeppen did. Similarly. the bill does not af-
fect existing trademark law to the extent it
has addressed the interplay between First
Amendment protections and the rights of
trademark owners. Rather, the bill gives
courts the flexibility to weigh appropriate
factors in determining whether the name
was registered or used in bad faith, and it
recognizes that one such factor may be the
use the domain name registrant makes of
the mark.

Fifth, under paragraph (1)(B)(i)(V), a court
may consider whether, in registering or
using the domain name, the registrant in-
tended to divert consumers away from the
trademark owner's website to a website that
could harm the goodwill of the mark, either
for purposes of commercial gain or with the
intent to tarnish or disparage the mark. by
creating a likelihood of confusion as to the
source, sponsorship, affiliation, or endorse-
ment of the site. This factor recognizes that
one of the main reasons cybersquatters use
other people's trademarks Is to divert Inter-
net users to their own sites by creating con-
fusion as to the source, sponsorship, affili-
ation, or endorsement of the site. This is
done for a number of reasons, including to
pass off inferior goods under the name of a
well-known mark holder, to defraud con-
sumers Into providing personally identifiable
Information, such as credit card numbers, to
attract "eyeballs" to sites that price online
advertising according to the number of
"hits" the site receives, or even just to harm
the value of the mark. Under this provision,
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a court may give appropriate weight to evi-
dence that a domain name registrant in-
tended to confuse or deceive the public in
this manner when making a determination
of bad-faith intent.

Sixth. under paragraph (i)(B)(i)(VI), a
court may consider a domain name rag-
istrant's offer to transfer, sell, or otherwise
assign the domain name to the mark owner
or any third party for financial gain, where
the registrant has not used, and did not have
any Intent to use, the domain name in the
bona fide offering of any goods or services. A
court may also consider a person's prior con-
duct indicating a pattern of such conduct.
This factor is consistent with the court
cases, like the Panavision case mentioned
above, where courts have found a defendant's
offer to sell the domain name to the legiti-
mate mark owner as being indicative of the
defendant's intent to trade on the value of a
trademark owner's marks by engaging in the
business of registering those marks and sell-
Ing them to the rightful trademark owners.
It does not suggest that a court should con-
sider the mere offer to sell a domain name to
a mark owner or the failure to use a name in
the bona fide offering of goods or services as
sufficient to indicate bad faith. Indeed, there
are cases in which a person registers a name
In anticipation of a business venture that
simply never pans out. And someone who has
a legitimate registration of a domain name
that mirrors someone else's domain name,
such as a trademark owner that is a lawful
concurrent user of that name with another
trademark owner, may, in fact, wish to sell
that name to the other trademark owner.
This bill does not imply that these facts am
an indication of bad-faith. It merely provides
a court with the necessary discretion to tee-
ognize the evidence of bad-faith when it is
present. In practice, the offer to sell domain
names for exorbitant amounts to the rightful
mark owner has been one of the most com-
men threads in abusive domain name reg-
istrations. Finally, by using the financial
gain standard, this paragraph allows a court
to examine the motives of the seller.

Seventh, under paragraph (1)(B)(i)(VII), a
court may consider the registrant's inten-
tional provision of material and misleading
false contact information in an application
for the domain name registration, the per-
son's intentional failure to maintain accu-
rate contact Information, and the person's
prior conduct indicating a pattern of such
conduct. Falsification of contact informa-
tion with the intent to evade identification
and service of process by trademark owners
Is also a common thread in cases of
cybersquatting. This factor recognizes that
fact, while still recognizing that there may
be circumstances in which the provision of
false information may be due to other fac-
tors, such as mistake or. as some have sug-
gested in the case of political dissidents, for
purposes of anonymity. This bill balances
those factors by limiting consideration to
the person's contact information, and even
then requiring that the provision of false in-
formation be material and misleading. As
with the other factors, this factor is non-
exclusive and a court is called upon to make
a determination based on the facts presented
whether or not the provision of false infor-
mation does. in fact. indicate bad-faith.

Eight. under paragraph (l)(B)(i)(VIII), a
court may consider the domain name reg-
lstrant's acquisition of multiple domain
names which the person knows are identical
or confusingly similar to. or dilutive of, oth-
ers' marks. This factor recognizes the in-
creasingly common cybersquatting practice
known as "warehousing". in which a
cybersquatter registers multiple domain
names-sometimes hundreds, even thou-
sands-that mirror the trademarks of others.
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By sitting on these marks and not making
the first move to offer to sell them to the
mark owner, these cybersquatters have been
largely successful in evading the case law de-
veloped under the Federal Trademark Dilu-
tion Act. This bill does not suggest that the
mere registration of multiple domain names
is an Indication of bad faith, but it allows a
court to weigh the fact that a person has reg-
istered multiple domain names that Infringe
or dilute the trademarks of others as part of
its consideration of whether the requisite
bad-faith intent exists.

Lastly, under paragraph (l)(B)(i)(I), a
court may consider the extent to which the
mark incorporated in the person's domain
name registration is or is not distinctive and
famous within the meaning of subsection
(c)(1) of section 43 of the Trademark Act of
1946. The more distinctive or famous a mark
has become, the more likely the owner of
that mark is deserving of the relief available
under this act. At the same time, the fact
that a mark is not well-known may also sug-
gest a lack of bad-faith.

Paragraph (1)(B)(ii) underscores the bad-
faith requirement by making clear that bad-
faith shall not be found in any case in which
the court determines that the person be-
lieved and had reasonable grounds to believe
that the use of the domain name was a fair
use or otherwise lawful.

Paragraph (I)(C) makes clear that in any
civil action brought under the new section
43(d), a court may order the forfeiture, can-
cellation, or transfer of a domain name to
the owneer of the mark.

Paragraph (1)(D) clarifies that a prohibited
"use" of a domain name under the bill ap-
plies only to a use by the domain name reg-
istrant or that registrant's authorized i-
censee.

Paragraph (1)(E) defines what means to
"traffic in" a domain name. Under this Act,
"traffics In" refers to transactions that in-
clude, but are not limited to, sales, pur-
chases, loans, pledges, licenses, exchanges of
currency, and any other transfer for consid-
oration or receipt in exchange for consider-
ation.

Paragraph (2)(A) provides for in rem juris-
diction, which allows a mark owner to seek
the forfeiture, cancellation, or transfer of an
infringing domain name by filing an in rem
action against the name itself, where the
mark owner has satisfied the court that it
has exercised due diligence in trying to lo-
cate the owner of the domain name but is
unable to do so. or where the mark owner is
otherwise unable to obtain in personam Ju-
risdiction over such person. As indicated
above, a significant problem faced by trade-
mark owners in the fight against
cybersquatting is the fact that many
cybersquatters register domain names under
aliases or otherwise provide false informa-
tion in their registration applications in
order to avoid identification and service of
process by the mark owner. This bill will al-
leviate this difficulty, while protecting the
notions of fair play and substantial justice,
by enabling a mark owner to seek an injunc-
tion against the infringing property in those
cases where, after due diligence, a mark
owner is unable to proceed against the do-
main name registrant because the registrant
has provided false contact information and is
otherwise not to be found, or where a court
is unable to assert personal jurisdiction over
such person, provided the mark owner can
show that the domain name itself violates
substantive federal trademark law (i.e.. that
the domain name violates the rights of the
registrant of a mark registered in the Patent
and Trademark Office, or section 43(a) or (c)
of the Trademark Act). Under the bill, a
mark owner will be deemed to have exercised
due diligence in trying to find a defendant if
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the mark owner sends notice of the alleged
violation and intent to proceed to the do-
main name registrant at the postal and e-
mail address provided by the registrant to
the registrar and publishes notice of the ac-
tion as the court may direct promptly after
filing the action. Such acts are deemed to
constitute service of process by paragraph
(2)(3).

The concept of in rainjurisdiction has been
with us since well before the Supreme
Court's landmark decision in Pennoyer v.
Neff, 95 U.S. 714 (18T. Although more recent
decisions have called into question the via-
bility of quasi in rem "attachment" Jurisdic-
tion, see Shaffer v. Heitner, 433 U.S. 18i
(1977). the Court has expressly acknowledged
the propriety of true in rem proceedings (or
even type I quasi in rem proceedings 

5
) where

"claims to the property itself are the source
of the underlying controversy between the
plaintiff and the defendant." Id. at 207-08.
The Act clarifies the availability of In rem
Jurisdiction in appropriate cases involving
claims by trademark holders against
cyberpirates. In so doing, the Act reinforces
the view that in rem jurisdiction has con-
tinuing constitutional vitality, see R.M.S.
Titanic, Inc. v. Haver. 171 F.3d 943, 957-58 (,Ith
Cir. 1919) ("In rem actions only require that
a party seeking an interest in a res bring the
res into the custody of the court and provide
reasonable, public notice of its intention to
enable others to appear in the action to
claim an interest in the res."); Chapman v.
Vande Bunte, 604 F. Supp. 714, 716-17 (E.D.
N.C. I85) ("In a true in rem proceeding, in
order to subject property to a judgment in
rem, due process requires only that the prop-
erty Itself have certain minimum contacts
with the territory of the forum.").

By authorizing in remjurisdiction, the Act
also attempts to respond to the problems
faced by trademark holders in attempting to
effect personal service of process on
cyberpirates. In an effort to avoid being held
accountable for their infringement or dilu-
tion of famous trademarks, cyberpirates
often have registered domain names under
fictitious names and addresses or have used
offshore addresses or companies to register
domain names. Even when they actually do
receive notice of a trademark holder's claim.
cyberpirates often either refuse to acknowl-
edge demands from a trademark holder alto-
gether. or simply respond to an initial de-
mand and then ignore all further efforts by
the trademark holder to secure the
cyberpirate's compliance. The in rem provi-
sions of the Act accordingly contemplate
that a trademark holder may initiate in rem
proceedings in cases where domain name reg-
istrants are not subject to personal jurisdic-
tion or cannot reasonably be found by the
trademark holder.

Paragraph (2)(C) provides that in an in rem
proceeding, a domain name shall be deemed
to have its situs in the Judicial district in
which (1) the domain name registrar, reg-
istry, or other domain name authority that
registered or assigned the domain name is lo-
cated. or (2) documents sufficient to estab-
lish control and authority regarding the dis-
position of the registration and use of the
domain name are deposited with the court.

Paragraph (2)(D) limits the relief available
in such an in rem action to an injunction or-
daring the forfeiture, cancellation, or trans-
fer of the domain name. Upon receipt of a
written notification of the complaint, the
domain name registrar, registry, or other au-
thority is required to deposit with the court
documents sufficient to establish the court's
control and authority regarding the disposi-
tion of the registration and use of the do-
main name to the court, and may not trans-
fer, suspend, or otherwise modify the domain
name during the pendency of the action, ex-
cept upon order of the court. Such domain
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name registrar, registry. or other authority
is Immune from Injunctive or monetary re-
lief in such an action, except in the case of
bad faith or reckless disregard, which would
include a willful failure to comply with any
such court order.

Paragraph (3) makes clear that the new
civil action created by this Act and the In
rem action established therein, and any rem-
edies available under such actions, shall be
in addition to any other civil action or rem-
edy otherwise applicable. This paragraph
thus makes clear that the creation of a new
section 43(d) in the Trademark Act does not
in any way limit the application of current
provisions of trademark, unfair competition
and false advertising, or dilution law, or
other remedies under counterfeiting or other
statutes, to cybersquatting cases.

Paragraph (4) makes clear that the in rem
Jurisdiction established by the bill is in addi-
tion to any other jurisdiction that otherwise
exists, whether in rem or in personam.
Subsection (b). Cyberpiracy Protection for Indi-

viduals
Subsection (b) prohibits the registration of

a domain name that is the name of another
living person. or a name that is substantially
and confusingly similar thereto, without
such person's permission, if the registrant's
specific intent is to profit from the domain
name by selling it for financial gain to such
person or a third party. While the provision
is broad enough to apply to the registration
of full names (e.g.. johndoe.comn). appella-
tions (e.g., doe.com), and variations thereon
(e.g.john-doe.com orjondoe.com), the previ-
sion is still very narrow In that it requires a
showing that the registrant of the domain
name registered that name with a specific
Intent to profit from the name by selling it
to that person or to a third party for finan-
cial gain. This section authorizes the court
to grant injunctive relief, including ordering
the forfeiture or cancellation of the domain
name or the transfer of the domain name to
the plaintiff. Although the subsection does
not authorize a court to grant monetary
damages. the court may award costs and at-
torneys' fees to the prevailing party in ap-
propriate cases.

This subsection does not prohibit the reg-
istration of a domain name in good faith by
an owner or licensee of a copyrighted work,
such as an audiovisual work, a sound record-
ing, a book, or other work of authorship,
where the personal name is used in. affiliated
with, or related to that work. where the per-
son's intent in registering the domain is not
to sell the domain name other than in con-
junction with the lawful exploitation of the
work, and where such registration is not pro-
hibited by a contract between the domain
name registered and the named person. This
limited exemption recognies the First
Amendment issues that may arise in such
cases and defers to existing bodies of law
that have developed under State and Federal
law to address such uses of personal names
In conjunction with works of expression.
Such an exemption is not intended to pro-
vide a loophole for those whose specific in-
tent is to profit from another's name by sell-
ing the domain name to that person or a
third party other than in conjunction with
the bona fide exploitation of a legitimate
work of authorship. For example, the reg-
istration of a domain name containing a per-
sonal name by the author of a screenplay
that bears the same name, with the intent to
sell the domain name in conjunction with
the sale or license of the screenplay to a pro-
duction studio would not be barred by this
subsection, although other provisions of
State or Federal law may apply. On the
other hand, the exemption for good faith reg-
istrations of domain names tied to legiti-
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mate works of authorship would not exempt graph (D)(iv) in section 32(2), a trademark
a person who registers a personal name as a owner who knowingly and materially mis-
domain name with the intent to sell the do- represents to the domain name registrar or
main name by itself, or in conjunction with registry that a domain name is infringing
a work of authorship (e.g., a copyrighted web shall be liable to the domain name registrant
page) where the real object of the sale is the for damages resulting from the suspension,
domain name, rather than the copyrighted cancellation or transfer of the domain
work. name. In addition, the court may grant In-

In sum, this subsection is a narrow provi- junctive relief to the domain name rag-
sion intended to curtail one form of istrant by ordering the reactivation of the
"cybersquatting--the act of registering domain name or the transfer of the domain
someone else's name as a domain name for name back to the domain name registrant.
the purpose of demanding remuneration from In creating a new subparagraph (D)(ili) of
the person in exchange for the domain name. section 32(2), this section codifies current
Neither this section nor any other section in case law limiting the secondary liability of
this bill is intended to create a right of pub- domain name registrars and registries for
licity of any kind with respect to domain the act of registration of a domain name, ab-
names. Nor is it intended to create any new sent bad-faith on the part of the registrar
property rights, intellectual or otherwise. in and registry.
a domain name that is the name of a person. Finally, subparagraph (D)(v) provides addi-

This subsection applies prospectively only, tional protections for domain name holders

affecting only those domain names reg- by allowing a domain name registrant whose

istered on or after the dote of enactment of name has been suspended, disabled, or trans-
tisct. nferred to file a civil action to establish that
tS Act3 Dathe registration or use of the domain name
Sec. 3113. Damagms and Remedies by such registrant is not a violation of the

This section applies traditional trademark Lanham Act. In such cases, a court may
remedies, including injunctive relief, recov- grant injunctive relief to the domain name
ery of defendant's profits. actual damages, registrant, including the reactivation of the
and costs, to cybersquatting cases under the domain name or transfer of the domain name
new section 43(d) of the Trademark Act. The to the domain name registrant.
bill also amends section 35 of the Trademark Sec. 3005. DefInitions
Act to provide for statutory damages in This section amends the Trademark Act's
cybersquatting cases, in an amount of not definitions section (section 45) to add defini-
less than $l,000 and not more than S100.000 tions for key terms used in this Act. First,
per domain name, as the court considers the term "Internet" is defined consistent
just. with the meaning given that term in the
Sec. 3001. Limitatioi on Liability Communications Act (47 U.S.C. 230(f(1)).

This section amends section 32(2) of the Second, this section creates a narrow defini-
Trademark Act to extend the Trademark tion of "domain name" to target the specific
Act's existing limitations on liability to the bad faith conduct sought to be addressed
cybersquatting context. This section also while excluding such things as screen names,
creates a new subparagraph (D) in section file names, and other identifiers not assigned
32(2) to encourage domain name registrars by a domain name registrar or registry.
and registries to work with trademark own- Sec. 3006. Study on Abusive Domain Name Rog-
ers to prevent cybeersuatting through a lies- istrations Iniolving Personal Names
ited exemption from liability for domain This section directs the Secretary of Coe-
name registrars and registries that suspend, merce. in consultation with the Patent and
cancel, or transfer domain names pursuant Trademark Office and the Federal Election
to a court order or in the implementation of Commission, to conduct a study and report
a reasonable policy prohibiting to Congress with recommendations on guide-
cybersquatting. Under this exemption, a reg- lines and procedures for resolving disputes
istrar, registry. or other domain name reg- involving the registration or use of domain
istration authority that suspends, cancels, names that include personal names of others
or transfers a domain name pursuant to a or names that are confusingly similar there-
court order or a reasonable policy prohib- to. This section further directs the Secretary
iting cybersquatting will not be held liable of Commerce to collaborate with the Inter-
for monetary damages, and will be not be net Corporation for Assigned Names and
subject to injunctive relief provided that the Numbers (ICANN) to develop guidelines and
registrar, registry, or other registration au- procedures for resolving disputes involving
thority has deposited control of the domain the registration or use of domain names that
name with a court in which an action has include personal names of others or names
been filed regarding the disposition of the that are confusingly similar thereto.
domain name, it has not transferred, sex- Sec. 3007 Historic Preservatlon
pended, or otherwise modified the domain This section provides a limited immunity
name during the pendency of the action. from suit under trademark law for historic
other than in response to a court order, and buildings that are on or eligible for inclusion
it has not willfully failed to comply with any on the National Register of Historic Places.
such court order. Thus, the exemption will or that are designated as an Individual land-
allow a domain name registrar, registry, or mark or as a contributing building in a his-
other registration authority to avoid being toric district.
joined in a civil action regarding the disposi- Sec, 3008. Savings Ciause
tion of a domain name that has been taken This section provides an explicit savings
down pursuant to a dispute resolution pol- clause making clear that the bill does not of-
icy. provided the court has obtained control fect traditional trademark defenses, such as
over the name from the registrar, registry, fair use. or a person's first amendment
or other registration authority, but such rights.
registrar, registry, or other registration au- Sec. 3009 Effective Date
thority would not be immune from suit for This section provides that damages pro-
injunctive relief where no such action has vided for under this bill shall not apply to
been filed or where the registrar. registry, or the ristr thici shallenot a to

other registration authority has transferred, the registration, trafficking, or use of a do-

suspended, or otherwise modified the domain main name that took place prior to the en-
name during the pendency of the action or 1

actTE of this Act. O T

wilfully failed to comply with a court order. TITLE VI-INVENTOR PROTECTION
This section also protects the rights of do- Sc. 4001, Short Title

main name registrants against overreaching This title may be cited as the "American
trademark owners. Under a new subpara- Inventors Protection Act of 1999."

HeinOnline  -- 1 Anticybersquatting Consumer Protection Act: A Legislative History of Public Law No. 106-113 Appendix I, 113
Stat 1501A-545 S14715 2002



HeinOnline  -- 1 Anticybersquatting Consumer Protection Act: A Legislative History of Public Law No. 106-113 Appendix I, 113
Stat 1501A-545 S14716 2002



Document No. 13

HeinOnline  -- 1 Anticybersquatting Consumer Protection Act: A Legislative History of Public Law No. 106-113 Appendix I, 113
Stat 1501A-545 [i] 2002



HeinOnline  -- 1 Anticybersquatting Consumer Protection Act: A Legislative History of Public Law No. 106-113 Appendix I, 113
Stat 1501A-545 [ii] 2002


